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In a 50-floor office building with 50 offices per floor, the existing fire alarm system relied 

on heat and smoke detectors installed on ceilings. When an alarm was triggered, security 

personnel had to physically investigate the source, leading to delays in response times. 

The challenge was to create an automated system linking fire alarms to live video feeds for 

immediate visual confirmation of incidents.

Additionally, access control events such as forced door openings, prolonged door holds, 

and unauthorized access attempts were not directly linked to the VMS. This made it difficult 

to quickly verify incidents or track unauthorized movements, creating security gaps—especially 

during after-hours when potential thefts or unauthorized entries could occur.

Challenges

Ensuring safety and security in high-rise office buildings requires seamless integration of 

various systems. This case study showcases how Octopus, a powerful middleware solution, 

was used to integrate a fire alarm system and Suprema Access Control with IndigoVision 

Video Management System (VMS) to enhance incident response and monitoring.

Enhancing High-Rise Security with Octopus Middleware: 

Fire Alarm, Access Control, and VMS Integration

Background



To address these challenges, Octopus was deployed as middleware, seamlessly integrating 

the fire alarm system, Suprema Access Control, and IndigoVision VMS.

The Solution

• Fire Alarm to VMS Integration:

▪ Each fire detector (heat, smoke, or a combination of both) was linked to specific 

cameras in the corresponding office via Octopus.

▪ When an alarm was triggered, Octopus automatically sent an event to IndigoVision 

VMS, displaying the live feed from the associated camera and highlighting the area 

of concern.

▪ This eliminated the need for security personnel to manually check each location, 

significantly improving response times.

• Access Control to VMS Integration:

▪ Octopus connected Suprema Access Control events to IndigoVision VMS, ensuring 

real-time incident verification.

▪ Events such as "door forced open," "door held open," and "unauthorized access attempts" 

were instantly linked to the corresponding camera feed.

▪ If a door was left open, an alarm was triggered, and Octopus automatically pulled 

up the relevant camera view, allowing security personnel to take immediate action.



Outcome

The Octopus-powered integration provided a comprehensive security solution, enhancing

both safety and operational efficiency:

• Faster Incident Response: Security personnel could now respond to fire alarms and access 

control events with real-time video verification, eliminating unnecessary delays.

• Improved Security Monitoring: Linking access control events to live video feeds allowed 

security teams to quickly verify and react to potential threats.

• Seamless Tracking & Investigation: The ability to track individuals across the building 

provided a new level of visibility, aiding investigations and ensuring a safer environment.

• Automated System for Large-Scale Buildings: Octopus proved its scalability, efficiently 

managing 2,500 office spaces across 50 floors without requiring major infrastructure changes.

• Enhanced Tracking Capabilities:

▪ Octopus enabled continuous tracking of individuals throughout the building. When 

a person entered through one access point, the system followed their movement across 

multiple cameras linked to different access doors.

▪ This feature was invaluable for theft investigations and tracking unauthorized entries.

▪ In cases of repeated unauthorized access attempts—such as someone attempting entry 

after business hours using an invalid card—Octopus triggered an alarm, linked the 

event to the nearest camera feed, and provided security with real-time visibility 

into the situation.



Why Octopus?

• Seamless Multi-System Integration: Octopus acts as the bridge between disparate security 

systems, enabling effortless communication between fire alarms, access control, and VMS.

• Customizable and Scalable: Whether in a small office or a high-rise building, Octopus 

adapts to different security setups, ensuring future-proof integration.

• Event-Driven Automation: Octopus reduces manual intervention by automatically 

triggering actions based on detected events, enhancing security team efficiency.

Conclusion:

With Octopus as the central integration platform, this high-rise office building achieved 

unparalleled security automation. The project demonstrated how real-time event linking 

between fire alarms, access control, and video surveillance can enhance incident response, 

improve monitoring, and streamline security operations.

For organizations looking to optimize their security infrastructure, Octopus provides a 

robust, flexible, and intelligent middleware solution that ensures seamless communication 

between critical security systems.
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Systeminence is a software development company that specializes in designing, 

developing, and executing Computer Vision and software integration solutions for 

the security industry. We employ an agile and flexible software development 

approach to assist you in saving time when dealing with mission-critical situations 

and simplifying your day-to-day tasks, thereby making your business processes more 

intuitive, connected, and integrated.
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